|  |
| --- |
| **Analýza vplyvov na podnikateľské prostredie** **(vrátane testu MSP)** |
| **Materiál bude mať vplyv s ohľadom na veľkostnú kategóriu podnikov:** |
|

|  |
| --- |
|[ ]  **iba na MSP (0 - 249 zamestnancov)**  |
|[x]  **iba na veľké podniky (250 a viac zamestnancov)** |
|[ ]  **na všetky kategórie podnikov** |

 |
| **3.1 Dotknuté podnikateľské subjekty** - **z toho MSP** |
| *Uveďte, aké podnikateľské subjekty budú predkladaným návrhom ovplyvnené.**Aký je ich počet?* |
| Predkladaný návrh zákona nepredpokladá priamy vplyv na žiadne kategórie podnikateľských subjektov. Prevádzkovatelia základných služieb môžu byť ovplyvnení rozhodnutím úradu z dôvodov bezpečnostného záujmu SR zakázať poskytovanie produktu, procesu alebo služby, to však nepredpokladá priamy vplyv na podnikateľské prostredie. |
| **3.2 Vyhodnotenie konzultácií** - **z toho MSP** |
| *Uveďte, akou formou (verejné alebo cielené konzultácie a prečo) a s kým bol návrh konzultovaný.**Ako dlho trvali konzultácie?**Uveďte hlavné body konzultácií a výsledky konzultácií.*  |
| Verejnosť bola o príprave návrhu zákona, ktorým sa mení a dopĺňa zákon č. 69/2018 Z. z. o kybernetickej bezpečnosti a o zmene a doplnení niektorých zákonov v znení neskorších predpisov informovaná Predbežnou informáciou uverejnenou v informačnom systéme verejnej správy Slov-Lex (PI/2020/136) od 10.7.2020 do 23.7.2020.K predbežnej informácii prostredníctvom systému Slov-Lex neboli uplatnené žiadne zásadné pripomienky.V rámci predbežnej informácie boli k návrhu materiálu uplatnené 2 vyjadrenia – od verejnosti a Advokátskej kancelárie Bukovinský & Chlipala, s.r.o.Oba subjekty navrhujú zohľadniť v návrhu zákona odporúčania Komisie (EÚ) 2019/534 z 26. marca 2019 o kybernetickej bezpečnosti sietí 5G. Opatrenia vyplývajúce z Toolboxu by mali členské štáty, vrátane Slovenskej republiky, implementovať v rámci svojich národných spôsobilostí. Ďalšie požiadavky boli vznesené v súvislosti so sektorom „Siete a služby pevných a mobilných elektronických komunikácií“ najmä v kontexte zmeny príslušného vykonávacieho predpisu.Predkladaný návrh  zákona bol konzultovaný s podnikateľskými subjektami aj so zástupcami akademickej obce.Na základe oznamu o konzultáciách s podnikateľskými subjektami (17. 7. – 13.8.2020) v súlade s Jednotnou metodikou na posudzovanie vybraných vplyvov sa uskutočnili dve stretnutia dňa 5.8.2020 a ďalšie osobitné stretnutie na žiadosť dotknutého subjektu 12.8.2020. |
| **3.3 Náklady regulácie** - **z toho MSP** |
| ***3.3.1 Priame finančné náklady****Dochádza k zvýšeniu/zníženiu priamych finančných nákladov (poplatky, odvody, dane clá...)? Ak áno, popíšte a vyčíslite ich. Uveďte tiež spôsob ich výpočtu.*  |
| Predkladaným návrhom zákona sa upravuje fakultatívna možnosť podať návrh na certifikáciu na produkty, služby a procesy certifikované v rámci európskeho systému certifikácie kybernetickej bezpečnosti, v prípade blokovania sa nepredpokladá, že vzniknú nové náklady. V súčasnosti nie je možné kvantifikovať priame finančné náklady.  |
| ***3.3.2 Nepriame finančné náklady****Vyžaduje si predkladaný návrh dodatočné náklady na nákup tovarov alebo služieb? Zvyšuje predkladaný návrh náklady súvisiace so zamestnávaním? Ak áno, popíšte a vyčíslite ich. Uveďte tiež spôsob ich výpočtu.* |
| Nepredpokladá sa zvýšenie priamych finančných nákladov na nákup tovarov a služieb a nebudú zvýšené predpokladané návrhy nákladov súvisiacich so zamestnávaním.  |
| ***3.3.3 Administratívne náklady****Dochádza k zavedeniu nových informačných povinností alebo odstráneniu, príp. úprave existujúcich informačných povinností? (napr. zmena požadovaných dát, zmena frekvencie reportovania, zmena formy predkladania a pod.) Ak áno, popíšte a vyčíslite administratívne náklady. Uveďte tiež spôsob ich výpočtu.* |
| Pri otázke súvisiacej s prevádzkovateľmi základných služieb dochádza len k ich diferenciácii, čo znamená, že už identifikovaní prevádzkovatelia základných služieb budú spadať len pod inú kategóriu prevádzkovateľov základných služieb z dôvodu ich bližšej špecifikácie.  |
| ***3.3.4 Súhrnná tabuľka nákladov regulácie***

|  |  |  |
| --- | --- | --- |
|  | *Náklady na 1 podnikateľa* | *Náklady na celé podnikateľské prostredie* |
| *Priame finančné náklady* | *0* | *0* |
| *Nepriame finančné náklady* | *0* | *0* |
| *Administratívne náklady* | *0* | *0* |
| ***Celkové náklady regulácie*** | ***0*** | ***0*** |

 |
| **3.4 Konkurencieschopnosť a správanie sa podnikov na trhu**- **z toho MSP** |
| *Dochádza k vytvoreniu bariér pre vstup na trh pre nových dodávateľov alebo poskytovateľov služieb? Bude mať navrhovaná zmena za následok prísnejšiu reguláciu správania sa niektorých podnikov? Bude sa s niektorými podnikmi alebo produktmi zaobchádzať v porovnateľnej situácii rôzne (špeciálne režimy pre mikro, malé a stredné podniky tzv. MSP)? Ak áno, popíšte.**Aký vplyv bude mať navrhovaná zmena na obchodné bariéry? Bude mať vplyv na vyvolanie cezhraničných investícií (príliv /odliv zahraničných investícií resp. uplatnenie slovenských podnikov na zahraničných trhoch)? Ak áno, popíšte.**Ako ovplyvní cenu alebo dostupnosť základných zdrojov (suroviny, mechanizmy, pracovná sila, energie atď.)?**Ovplyvňuje prístup k financiám? Ak áno, ako?* |
| Predkladaný návrh zákona môže vytvoriť nový trh v oblasti certifikácie produktov kybernetickej bezpečnosti a môže tak umožniť vstup nových podnikov na trh.  |
| **3.5 Inovácie**  - **z toho MSP** |
| *Uveďte, ako podporuje navrhovaná zmena inovácie.**Zjednodušuje uvedenie alebo rozšírenie nových výrobných metód, technológií a výrobkov na trh?**Uveďte, ako vplýva navrhovaná zmena na jednotlivé práva duševného vlastníctva (napr. patenty, ochranné známky, autorské práva, vlastníctvo know-how).**Podporuje vyššiu efektivitu výroby/využívania zdrojov? Ak áno, ako?**Vytvorí zmena nové pracovné miesta pre zamestnancov výskumu a vývoja v SR?* |
| Predkladaný návrh zákona zjednoduší uvádzanie niektorých výrobkov na trh (s certifikátom kybernetickej bezpečnosti). Návrh zákona tiež prispeje k informatizácii a digitalizácii, čím sa zvýši efektivita výroby a využívania zdrojov. Tieto vplyvy však v súčasnosti nie je možné kvantifikovať. |